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Privacy policy 
We take your privacy very seriously. Please read this privacy policy carefully as it contains important                

information concerning who we are and how and why we collect, store, use and share your personal                 

information. It also explains your rights in relation to your personal information and how to contact us                 

or supervisory authorities in the event that you have a complaint. 

Who is responsible for your data? 

The websites www.gigride.live, gigride.listen2myradio.com and the mobile versions, (together         

the “Sites”) are owned and operated by Gigride Ltd. 

Gigride Ltd collects, uses and is responsible for certain personal information about you. When              

we do so we are subject to the General Data Protection Regulation, which applies across the European                 

Union (including in the United Kingdom) and we are responsible as ‘controller’ of that personal               

information for the purposes of those laws. 

Our registered office is: 91 Laburnum Street, London, E2 8BD. We are registered as a company                

in England and Wales under company number 10642708. 

Key terms 
Below is an explanation of some key terms used in this policy: 

We, us, our Gigride Ltd 

Personal information Any information relating to an identified or 

identifiable individual 

  
 
 
 

 

 

http://www.thelinkdapp.com/
http://www.gigride.live/
http://www.linkd.co/
http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679&from=EN


Personal information we may collect about you 
Depending on how you use our services, we may collect and use the following personal information                

about you: 

Your name and contact information, 

including email address and telephone 

number, music genre, number of band 

members etc  

When you fill in forms/create an account 

on the Sites. When you register to use the 

Sites. When you speak to us via telephone 

When you report a problem with one or 

more of the Sites 

Your online presence, including but not 

limited to your gender information, profile 

photo, email address, date of birth, 

education history, current city, current 

occupation, personal description, 

interests, and details of your friends on 

Facebook 

When we view the publicly available 

information on your Facebook, 

SoundCloud, Bandcamp, Spotify, YouTube, 

Twitter and Instagram profile pages 

Location data Where this setting is activated on your 

desktop and/or mobile device 

Information about your participation and 

actions on our platforms, including gig 

history and ratings 

When you are using our services provided 

through our Sites 

Information you give to us for example: 

feedback, complaints or commentary on 

our Sites 

When you contact us and/or respond to 

our requests for feedback 

Information about how you use our 

website, IT, communication and other 

systems,  information about your 

interests, your computer and/or your 

mobile device, including, where available, 

your IP address, operating system and 

browser type 

When you use our digital systems and 

services. When you accept our cookies 

placed on your device. When you open 

our marketing emails. When you click on 

our banner adverts. When you opt in to 

receiving messages from us 

Your responses to surveys, competitions 

and promotions 

When you participate in such activities 



  

How and why we use your personal information 
Under data protection law, we can only use your personal information if we have one or more of the                   

following lawful reasons for doing so: 

● to comply with our legal and regulatory obligations; 

● for the performance of our contract with you or to take steps at your request before entering                 

into a contract; 

● for our legitimate interests or those of a third party; or 

● where you have given consent. 

  

A legitimate interest is when we have a business or commercial reason to use your information, so                 

long as this is not overridden by your own rights and interests. 

In the table below, we have set out the different ways in which we use your personal data and the                    

reasons we rely on for using that data. 

  

What we use your personal information      

for 

Our reasons 

● To provide services to you 

● To notify you about changes to our       

service; 

● To respond to complaints and seek      

to resolve them 

  

● For the performance of our contract      

with you or to take steps at your        

request before entering into a     

contract. 

  



● To communicate with you and     

manage our relationship with you 

● To personalise and improve your     

customer experience 

● To provide you, or permit selected      

third parties to provide you, with      

information about goods or services     

we feel may interest you 

● For the performance of our contract      

with you or to take steps at your        

request before entering into a     

contract. 

● With your consent 

● For our legitimate interests or those      

of a third party:- 

○ keeping our records up to     

date, working out which of     

our products and services    

may interest you 

○ identifying or defining types    

of customers for new    

products of services 

  

● Ensuring business policies are    

adhered to, for example, policies     

concerning security and internet use 

● For our legitimate interests or those      

of a third party:- 

o to make sure we are       

following our own   

internal procedures so   

that we can deliver the     

best service to you 

  

● Operational reasons, such as    

improving efficiency,  

troubleshooting, research,  

statistical, training and quality    

control purposes 

● For our legitimate interests or those      

of a third party:- 

o to be as efficient as we can        

so we can deliver the best      

service for you 

o to allow you to participate      

in interactive features of    

our service, when you    

choose to do so 

o for system administration    

and to report aggregate    

information to our   

advertisers 

  



● Updating customer records ● For the performance of our contract      

with you or to take steps at your        

request before entering into a     

contract 

● To comply with our legal and      

regulatory obligations 

●   

● To obey laws and regulations which      

apply to us and the way we deliver        

our services 

  

● To comply with our legal and      

regulatory obligations 

  

Cookies 

In order to improve the Sites, we may use small files commonly known as “cookies”. A cookie is                  

a small amount of data which often includes a unique identifier that is sent to your computer or                  

mobile phone (referred to in this policy as a ‘device’) from the Sites and is stored on your                  

device’s hard drive. 

A cookie records on your device information relating to your internet activity (such as whether               

you have visited our website before). The cookies we use on the Sites won't collect personally                

identifiable information about you and we won't disclose information stored in cookies that we              

place on your device to third parties. 

How can you control the use of cookies from our website? 

If you don't want us to use cookies when you use the Sites, you can adjust your internet                  

browser settings not to accept cookies. Your web browser's help function should tell you how               

to do this. Alternatively, you can find information about how to do this for all the commonly                 

used internet browsers on the website: http://www.aboutcookies.org/default.aspx. This        

website will also explain how you can delete cookies which are already stored on your device. 

We currently set the following cookies: 

 

Cookie Purpose 

fbm_ and fbsr_ These will be used to identify your Facebook account and coordinate           

with Facebook servers, once you have signed up with Facebook. 

http://www.aboutcookies.org/default.aspx
http://www.aboutcookies.org/default.aspx


_ga and _gat These cookies are used for Google analytics. This allows us to see            

anonymous information on the demographics of our users. We do not           

and cannot use this to identify any individual, but we will use this to              

track anonymous and aggregated data on the users of our Sites. 

ci_session This cookie is a session cookie that will let us see when you have logged 

in or out or the Sites. This cookie may be used to store information for us 

to recall the preferences you’ve set on the Sites, or for us to remember 

you the next time you sign into the Sites. 

 

Promotional communications 
We may send you marketing communications by email if you have indicated that you are happy to                 

receive such. Our marketing communications include information about our new and existing services,             

special offers we think you might like and other services and products which we think might be useful                  

to you. 

  

Please note that if you ask us to stop sending marketing emails, we will keep a note of your personal                    

information and your request so that we can make sure you are excluded from the emails when they                  

are sent out. 

  

You have the right to opt out of receiving promotional communications at any time by: 

  

1.         contacting us – please see the “How to contact us” section below; or 

2.         using the ‘unsubscribe’ link in emails 

  

Who we share your personal information with 
We routinely share personal information with: 

● companies within the Gigride Ltd group 

● third parties we use to help us run our business, e.g. website hosts; 

● third parties approved by you, e.g. social media sites you choose to link your account               

to 



  

We only allow our service providers to handle your personal information if we are satisfied they take                 

appropriate measures to protect your personal information. 

  

We may disclose and exchange information with law enforcement agencies and regulatory bodies to              

comply with our legal and regulatory obligations. 

We may also need to share some personal information with other parties, such as potential buyers of                 

some or all of our business or during a re-structuring. Where possible, personal information will be                

anonymised. The recipient of the information will be bound by confidentiality obligations. 

 

Age of users on our platforms 
There are no minimum age restrictions to use Gigride Ltd and unless you disclose your age to a social                   

media platform such as Facebook, we won’t know your age. However, please note that most venues                

will require you to let them know if you’re under 18 and you wish to perform there. 

 

How long your personal information will be kept 
We will keep your personal information while you have an account with us or we are providing                 

services to you. Thereafter, we will keep your personal information for as long as is necessary: 

  

● to respond to any questions, complaints or claims made by you or on your behalf; 

● to show that we treated you fairly; 

● to keep records required by law. 

  

We will not retain your personal information for longer than necessary for the purposes set out in this                  

policy. Different retention periods apply for different types of personal information. 

 

 



Storing your personal data 
The data that we collect from you will be stored on our secure servers within the European Economic                  

Area ("EEA"). 

Where we have given you (or where you have chosen) a password which enables you to access certain                  

parts of the Sites, you are responsible for keeping this password confidential. You should not share                

your password with anyone. 

Unfortunately, the transmission of information via the internet is not completely secure. Although we              

will do our best to protect your personal data, we cannot guarantee the security of your data                 

transmitted to the Sites. Once we have received your information, we will use procedures and security                

features to try to prevent unauthorised access. 

Transferring your personal information out of the EEA 

We will only send data outside of the European Economic Area (‘EEA’) to work with our agents                 

and advisers who we use to deliver services to you or to comply with a legal duty. If we do                    

transfer data outside the EEA, we will make sure that it is protected in the same way as if it                    

were being used in the EEA. We will use one of the following safeguards to ensure that it is                   

protected: 
 

● Transfer the data to a non-EEA country which has privacy laws at least as protective as                

those within the EEA 

● Put in place a contract with the recipient of the data which means the recipient must                

protect the data to the same standards as required within the EEA, or 

● Transfer it to organisations which are part of the Privacy Shield. The Privacy Shield is a                

framework which sets out the standards for data to be sent between the United States               

and European countries. The Privacy Shield ensures that data is protected to the same              

standards as used within the EEA. 

  

 

 



Your rights 
You have the following rights, all of which you can exercise free of charge: 

Access The right to be provided with a copy of your 

personal information (the right of access) 

Rectification The right to require us to correct any 

mistakes in your personal information 

To be forgotten The right to require us to delete your 

personal information—in certain situations 

Restriction of processing The right to require us to restrict processing 

of your personal information—in certain 

circumstances, e.g. if you contest the 

accuracy of the data 

Data portability The right to receive the personal information 

you provided to us, in a structured, 

commonly used and machine-readable 

format and/or transmit that data to a third 

party—in certain situations 

To object The right to object: 

—at any time to your personal information 

being processed for direct marketing 

(including profiling); 

—in certain other situations to our continued 

processing of your personal information, e.g. 

processing carried out for the purpose of our 

legitimate interests. 

Not to be subject to automated individual 

decision-making 

The right not to be subject to a decision 

based solely on automated processing 

(including profiling) that produces legal 

effects concerning you or similarly 

significantly affects you 

  

 

 



 

For further information on each of those rights, including the circumstances in which they apply,               

please contact us or see the Guidance from the UK Information Commissioner’s Office (ICO) on               

individuals’ rights under the General Data Protection Regulation. 
  

If you would like to exercise any of those rights, please: 

1. Email, call or write to us - see below: ‘How to contact us’; and 

2. Let us have enough information to identify you (e.g. your full name and email address); and 

3. Let us know what right you want to exercise and the information which your request relates                

to. 

  

How to complain 
We hope that we can resolve any query or concern you may raise about our use of your information. 

  

The General Data Protection Regulation also gives you right to lodge a complaint with a supervisory                

authority, in particular in the European Union (or European Economic Area) state where you work,               

normally live or where any alleged infringement of data protection laws occurred. The supervisory              

authority in the UK is the Information Commissioner who may be contacted at             

https://ico.org.uk/concerns or telephone: 0303 123 1113. 

 

Changes to this privacy policy 
This privacy notice was last updated on 25 May 2018. 

  

We may change this privacy notice from time to time—when we do so we will inform you via our                   

website or via email. 

 
 
 
 
 

http://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/
http://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/individual-rights/
http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0679&from=EN
http://ico.org.uk/concerns/


How to contact us 
Please contact us by post, email or telephone if you have any questions about this privacy policy or                  

the information we hold about you. 

  

Our contact details are shown below: 

Email address: info@gigride.live 

Office Address: 91 Laburnum Street, London, E2 8BD. 

Contact number: +44 7964 194 237 

 






